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G ¢ 2 & dzLILJRupgdf REDKr&ults, betuBity resdareeds to be grounded in a
comprehensive policy approach. This would embrace the definition of initial operational
security requirements and eatser needs to operational testing of solutions and their
procurement and deployment. Such a process appraathfor the sustained engagement and
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The INSEC project is striving to improve Innovation and Research processes within security
organisations,enablingthem to evaluate novel approaches and services dedicated to the safety
of citizens so that they can integrate new technologies,

This will allowEuropearsecurity organisations to better manage both the financial impacts and the
added value ofnnovation projectsandwill alsoincrease the visibility of SMEs the security
organisationsthereby increasingthe range of services and technologiasailable to the security

organisations
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EDITORIAL

INSEGtarted in April 2012, the
andaimsto provide new
innovation approaches and
tools to the European Security
players helping them in their
innovation management and
collaboration with SME
providers. Main outputs will
Michel Moulinet  consist in the development of a
(ALMA new internal innovation
management modefor security organisationas
well as an external innovation platform
facilitating ther interactionswith technology
providers and furtheexternal environment.
During thefirst five monthsof the project,
efforts and activities were mainly dedicated to
defining the specifications foboth the new
innovation modd andthe external open
innovation platform.

Based on the experience and involvement of our
end-user partnersa first analysis of the
innovation process isecurity organisationsas
been performedReport is available on the
project websiteate thePublic Results Sectipn
Furtherinterviewswith other Security
organisations in Europare currentlytaking place
in order todetect best pradtes and

improvement points fothe innovation model.

In parallel,technology and service providers are
invited to participate by filling in our online
INSEC QuestionnaireThe input of technology
providersis needed and appreciateth order to
develop the innovation model and external
platform

To contribute to INSEC activities, pleasgsit the
LINE 2 $veb §it@at http://www.insec -
project.eu

INSEC PROJECT GENERAL PRESENTATION

The INSEC project is striving to improve
Innovation and Research processes within
security organisationgnabling them to evaluate
novel approaches and services dedicated to the
safety of citizensso that theycan integrate new
technologies This will allonEuropearsecurity

organisations to better manage both the financial
impacts and the added value iohovaton projects
andwill alsoincrease the visibility of SMEstie
security organisationsherebyincreasinghe range
of services and technologiesailable to the
security organisations

Activity 1- Analysis and Studie@nternal innovation model)
1. Analyse the main aspects of Innovation ManagemenEimopeansecurityrelated operators (end

users), both public and private

Promote the security and privacyqeu i r e ment s at the early stages

2. Assess the Level of Innovation inside the organisation
3. Foster new business models for Security
4.

and Privacy by design”)
5.

Analyse and evaluate the impact of new technologies and review their legal implications

6. Create a new internal innovation model based on the needs of security organsaientified during

the creativity sessions

Activity 2- Innovation Ideas and Technology boo&xternal innovation platform)
7. Build an External Innovation Platform supporting collaboration between security organisations and
technology providerghrough integrated set of tools and methods for technology screening and

exploitation activity at European level

8. Find services supporting the exploitation of the Platform encouraging appropriate use of technology
and implementation of innovative ideas farsponding to new threats, in the medium to loteym

www.insecproject.eu
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Activity 3- Best practices and networking

9. Create networking activities and exchanges of best practices between securityserslin Europe
10. Establish a European best practices liglr innovation management systems

Activity 4¢ Training
11.Define training needs and create an
availableto all European Security Organisation

i n-nsery at i

Forthcoming activities

Does your organisation provide technologies, products, services, competences and / ch&note security
organisations, or does it plan to do so in the near future? If yes, we invite ydill tm this INSEC
guestionnaire (http://www.insec -project.eu/questionnaire.php. Filling the questionnaire will také&0-15

minutes. Security technology providers are askaabuttheir experiences imoing business andollaborating

with security organisationsCommunication on gducts and services availabiefacilitated in order to get

further involved with new business opportunitiesbe provided by INSEiCoject.

Respondents will be notified on the availability aneceive afree access to the INSEC wplatform
promoting businesopportunitiesand providingcollaborationmechanism$etween security technology users
and providersAdditionally, 12 organisationsanswering the questionnaire will beelectedto participate in
classical training sessions on innovatimanagementfinancing andfunding programmes to be held with
INSEC initiative in the second half of year 2013.

Please help us in developing the tools and methods for better cooperation and more innovations between
security organisations and business sector by answering the questiohnaire

The guestionnaire had short sectiongeflecting =
information needed to develop the INSEC platform ,,..,.mo:;;g‘;';;::‘,"”'“w
and services according to security technology —

provider actual needs:

e

» Communication of products and serviadtered
» Collaboration and new business opportunities

» Optimizationof procedures forcollaboration

» Visibility of your organisation

www.insecproject.eu Page3
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Qreativity sessions arkey elements when entering in an innovation procé€ssnducted internally His type of
sessions gatheorganisation employees, ideally voluntegts generate new innovative ideas, rank theand
definethe different stepdor a future implementation

Applied to 4 INSEC end user partners, these creatbagsionswill focus onissues currently encountered
internally todefineinnovative solutiongnddeterminehow they could beémproved

As creativity is part of the innovation process, results from these sessions will seérettdeterminewhere
and whencreativity is needed ithe global innovation management modaéveloped

Date and subjectBr the nextinternal creativity sessions are presented below.

1
™ September, 2% 2012
4 INSEC Romania@ Romanian Border Police
—— Title: Paticipatein creativity sessionthat will
e REROCERCE | 73400 o f : INSEC help the RomaniaBorder Police adapt to the

land, air and sea control specificities

& [PAIL CKOMUE | 8 OKTOMBPY 2012 FOAMHA | 8:30-17:00

October, & 2012

Former Yugoslav Republic of Macedor@ City
of Skopje

Title: Safety matters at the Fire Department of
City of Skopje: communication, cooperation and
st a k e hiovbhereent’ s

October, 2'2012
Estonia@ Laulasmaa SPA Conference Centre ————
Title: The future impact of Estonian Academy of ) INSEC

Security Sciences in national and International level

November, 18 2012
Hungary@ Hungarian National Police HQ
Title: Innovation in corporate culture

www.insecproject.eu Paged



A main aim of INSEC is to identify and share innovation Best Practices amongst Security
end-users in Europe. This will support and optimise their innovation activitidsaasist

them to increase networking and collaboration opportunities with external organisations
(including SMEs). Collaborations, for example, may be in the form of joint R&D projects,
or purchasing relevant products and services froaebh SMEs to aithnovation within

the enduser security organisations. For example, an SME working in the area of
surveillance may be able to supply customised cameras for specific applications required
by a firebrigade.

Michael Reme¢EFPC | nnovati on i s the r effortsltad reseafch amd developgrewm i s

products, services, business models or processes which will improve the efficiency,
effectiveness and competitiveness of an organisation. Innovation in arusedsecurity organisation (e.g.
police, fire departments, ahrescue services) is measured in terms of increased efficiency and effectiveness of
the organisation to reach its business goals while realising best values for money.

Examples of innovation practices include

9 Organisational structure and peopteanagement methods for the development and promotion of
innovation

Mechanisms for detecting and deploying improvements in existing processes

Information systems for supporting external interaction with third parties e.g. SMEs in the innovation
process (idatification, collaboration, etc.)

1 Mechanisms for identifying and validating new technologies and trends

Collecting and reviewing existing practices in innovation management requires the support of many people
and organisations in Europe. INSEC is in tloegss of collecting information via questionnaires, interviews,
and audits.

Interviews are currently being conducted with ender Security organisations and also industries other than
the Security domain e.g. Health, ICT, Transport. Interviewing oggaomis in industries other than Security will
identify innovation practices in other fields that may be useful and effective for-used Security
organisations.

Early next year, two INSEC international workshops will be organised in order to exchamgsttipeactices

on implementation of innovation management within security organisations in Europe. These workshops will
be organised as interactive events giving participants the opportunity for discussions and exchange of
experience. We will keep you orined of event details nearer the time.

il
)l
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European News

Identifier: FPTSE€0131
Publication Date: 10 July 2012
M Budget: € 299 332 000
S RocraMME Y Deadline: 22 November 2012 at 17:00:00 (Brussels local time)

Activities:

» Activity 10.1 Security of citizens

» Activity: 10.2 Security of infrastructuresd utilities

» Activity: 10.3 Intelligent surveillance and border security

» Activity: 10.4 Restoring security and safety in case of crisis

» Activity: 10.5 Security systems integration, interconnectivity and interoperability

» Activity: 10.6 Securitgnd society

» Activity: 10.7 Security Research coordination and structuring
Sourcehttp://ec.europa.eu/research/participants/portal/appmanager/participants/portal

» Innovation for Financial Service S (Luxembourg, 1:21.09.2012)
http://luxsummit.ispim.org/

» Security research meets industry: Growth. Technology. Markets (Ess@8,252012)
http://ec.europa.eu/enterprise/newsroom/cf/itemdetaicfm?item_id=5981

TheINSE@roject will be present athis eventwith the objective of promotdhe projects activities, especially
the ones related wth identifying Innovatiorbestpractices to share and promote amongst Security-esdrs
in Europeandthe questionnaire for security technology providers

» Global Innovatior-orum (London, 2€21.11.2012)
http://innovationforum2012.com/about

» Paneuropean Intellectual Property Summidténts (Brussels,-8.12.2012)
http://www.premiercercle.com/sites/ip2012/brussels2012/index.php
ThelNSE@roject will be present athis eventwith the objective of promotdhe projects activities

» Israel HLETelAviv,2012 1114.112012)
http://israelhls2012.com/home.ehtml
ThelNSE@roject will be present athis eventwith the objective of promotdhe projects activities

» In search of Innovation: Can Knowledge exchange practices within University City Regions create a positive
effect for regional development"
http://wbc -inco.net/object/news/10625
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EFPC (UK) LTD . michael@efpcgroup.com
FM MANAGEMENT CONSULTANCY SRL . madalin.ionita@fmmec.ro

PROXIMA CENTAURI SAS . pld@kaosconsulting.com
ADVISIO OU . age.laine@advisio.ee

GLOBAZ SA . alexandre@globazgrupo.com
FM MANAGEMENT

CONSULTANCY SRL

EVERIS SPAIN SLU . david.de.castro.perez@everis.com

INOGATE- CONSULTORIA EM INOVAGAO EMPRESARIAL SA
mariana.pimentel@inogate.com

SISEKAITSEAKADEEMIA . marek.link@sisekaitse.ee 7 GdVISIO

consulting

ACADEMIA DE POLITIE ALEXANDRU IOAN CUZA
aurel.neagu@academiadepolitie.ro

GRAD SKOPJE . mario.ringov@skopje.gov.mk

AUTORIDAD PORTUARIA DE GIJON . hmoyano@puertogijon.es
HUNGARIAN MINISTRY OF INTERIOR . udvarihajdua@orfk.police.hu
OU BALTIC INNOVATION AGENCY B.LA. . rene@bia.ee

ROMANIAN MINISTRY OF ADMINISTRATION AND INTERIOR
cristina.cica@mai.gov.ro

GNS - GABINETE NACIONAL DE SEGURANGA . joacferreira@gns.gov.pt

SISEKAITSEAKADEEMIA
ESTONIAN ACADEMY OF SECURITY SCIENCES

INCREASE INNOVATION
AND RESEARCHWITHIN

SECURITY
ORGANISATIONS

COORDINATOR CONTACT

ALMA CONSULTING GROUP SAS Michel MOULINET
Innovation Department Phone . +33 (0)4 72 3589 04
55, Rue René Cassin +33(0)622 929812
CP 418 +33(0)4 723580 31

69338 Lyon France
Email. mmoulinet@almacg.com

www.insec-project.eu

INSEC is a project co-funded by the European Commission under the
Seventh Framework Programme (2007-2013).

SEVENTH FRAMEWORK
PROGRAMME

sSsLOBRZ

GRUPO

inogate

[ <IN

Puerto de Gijon
NS

Autoridad Portuaria de Gijon

www.bia.ee
‘/ Baltic .
ﬁ Innovation

Agency




